## Elliptic Curves

Definition
The set of points $(x, y)$, satisfying the equality

$$
\begin{gathered}
y^{2}=x^{3}+a x+b \\
\text { with } \\
4 a^{3}+27 b^{2} \neq 0
\end{gathered}
$$

is called an elliptic curve. $a, b$, and the variables $x$ and $y$ are elements of the same algebraic structure $M$.

- Some point $\infty$ is included to form the neutral element.
- $a$ and $b$ are called parameters of the elliptic curve.
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- Define a line through $P$ and $Q$.
- The third intersecting point on the curve is -R .
- Mirror the point $-R$ at the $x$-axis to obtain $\mathrm{R}=\mathrm{P}+\mathrm{Q}$.
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- Special case $P+(-P)=\infty$
- $\infty$ is the neutral element w.r.t. addition of points.
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- $R=2 P$ with $y_{P} \neq 0$ :

$$
\begin{aligned}
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