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Exercise 1. In RSA, often small exponents are used for encryption. Identify assets and
drawbacks of this method and suggest counter measures for drawbacks.

Exercise 2. Factorize n = 3149 with the knowledge that 4122 ≡ 4592 ≡ 2847 mod n.

Exercise 3. Given ax ≡ 17 mod 31 and x = 13, calculate a.

Exercise 4. Prove proposition 8.3 from the lecture notes: Let n = pq, p 6= q prime and x
a nontrivial solution of x2 ≡ 1 mod n, i.e., x 6≡ ±1 mod n. Then

gcd(x + 1, n) ∈ {p, q}.


